**Załącznik Nr 2**

...........................................................

Dane wykonawcy: (miejscowość i data)

Nazwa: ................................................................

Siedziba: ..............................................................

numer NIP: ..........................................................

numer telefonu: ....................................................

numer faksu: ........................................................

e-mail: .................................................................

**Oświadczenie o posiadaniu potencjału technicznego i osobowego niezbędnego do wykonania zamówienia**

W związku zamiarem udzielenia przez Gminę Raków zamówienia publicznego pn.:  **„Wykonanie diagnozy cyberbezpieczeństwa w Urzędzie Gminy Raków w ramach Projektu Cyfrowa Gmina Oś V. Rozwój cyfrowy JST oraz wzmocnienie cyfrowej odporności na zagrożenia - REACT-EU Działanie 5.1 Rozwój cyfrowy JST oraz wzmocnienie cyfrowej odporności na zagrożenia Program Operacyjny Polska Cyfrowa na lata 2014 – 2020”** (zapytanie ofertowe znak: **ITI.271.1.2022)** oświadczam, że reprezentowana przeze mnie firma posiada potencjał osobowy i techniczny niezbędny do wykonania diagnozy cyberbezpieczeństwa, o której mowa w Regulaminie Konkursu Grantowego Cyfrowa Gmina Oś V. Rozwój cyfrowy JST oraz wzmocnienie cyfrowej odporności na zagrożenia - REACT-EU Działanie 5.1 Rozwój cyfrowy JST oraz wzmocnienie cyfrowej odporności na zagrożenia Program Operacyjny Polska Cyfrowa na lata 2014 – 2020, opublikowanego na stronie Centrum Projektów Polska Cyfrowa pod adresem <https://www.gov.pl/web/cppc/cyfrowa-gmina>, zwanego dalej Regulaminem.

W szczególności firma dysponuje pracownikiem posiadającym certyfikat uprawniający do przeprowadzeniu audytu, o którym mowa w Rozporządzeniu Ministra Cyfryzacji z 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audytu.

………………………………………………………..

podpis osoby reprezentującej firmę